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To make sense of big data, look inward 
LUIGI BENETTON

H aving difficulty understand-
ing big data? Don’t examine 

it on the Internet. Instead, look at 
your own company’s version of it. 
From e-mail systems to invoicing 
to accounts payable to text mes-
saging to document sharing to 
HR, the list of disparate systems 
on which a business relies can 
easily number in the hundreds. 
The sum total of all this data is 
already big, and it changes and 
gets bigger every day.

This is more than a useful 
analogy. Many organizations use 
big-data analysis lessons to draw 
meaning out of the confluence of 
data from two or more of their 
own internal systems, much as 
big-data practitioners do with 
information on the Internet. The 
list of the big data wins an organ-
ization can score ranges from 
better business development and 
improved billing structures to 
e-discovery readiness and protec-
tion from fraud — and beyond.

“Banks and retail have figured 
this out,” says Mark Hayes, 
managing director at Heydary 
Hayes PC, “but smaller com-
panies also have valuable data. 
[However,] it’s not co-ordin-
ated, it’s not gathered in the 
same place, it’s not linked 
together. Companies are prob-
ably leaving a lot of value on the 
table.”

Extracting that value involves 
merging big-data thinking with 
data governance. The tips in this 
article will help you realize that 
value in your organization.

A successful data governance 
initiative syncs with the organiz-
ational culture in which it lives. 
That culture includes proced-
ures, policies, current technolo-
gies, and stakeholder perspec-
tives that can range from 
litigation, intellectual property 
management, end-user concerns 
and other factors.

“You’re trying to change the 
way people use data,” says Hayes. 
“If you try to force it, expect 
resistance.”

He recommends designating a 
senior person to take charge of 
data governance initiatives, han-
dle information co-ordination 
across the organization and deal 
with divergent interests.

Consider what goals you want 
to accomplish. “We’re still see-
ing so many organizations in 
Canada that are where they were 
five years ago in terms of e-dis-
covery readiness,” says Susan 
Wortzman, founder and partner 
at Wortzman Nickle Profes-
sional Corporation.

“They’re still responding on a 
transactional basis. They haven’t 
got the informational governance 
in place. The cost is more than it 
should be,” she says.

One solution is to perform an 
information audit. “Companies 
need to systematically catalogue 
what they have, what they gather 
and what they could gather,” 
Hayes says.

To better grasp the importance 
of this exercise, Martin Felsky 
proposes the following hypothet-
ical question: “If you sold it on 
the open market, who would buy 
it and what it would be worth?” 
asks the Borden Ladner Gervais 
e-discovery counsel.

Whoever maps all the data in 
an organization will likely find 
some of it embedded in 
silos — myriad systems of vary-
ing vintages (some of which 
could date back to the 1970s) 
storing data in many different 
formats — as well as housed in 
web-based systems like sales-
force.com and social media sites 
like Facebook, LinkedIn, Twitter 
and Pinterest.

While many social networks 
provide distinct application-pro-
gramming interfaces (APIs) that 
allow people to capture site infor-
mation, some companies choose 
instead to enact policies to keep 
the company from knowingly 
profiting from social media 
accounts, to avoid this duty to 
capture data.

Once all relevant data sets have 
been identified and understood, 
choose the right big data tools for 
the job. Since few organizations 
boast the requisite tools or pro-
cessing power, Felsky suggests 
using the cloud. “You can rent as 
much space as you need, and you 
can rent the tools you need for 
any given project,” he says.

A privacy audit keeps organiza-
tions out of hot water. “You can 
always do more than you’re per-
mitted to do,” Hayes notes, add-
ing that exceptions in privacy 
legislation and changes to inter-
nal policies may increase the lati-
tude a company currently has.

Merging data on to one plat-

form makes mining it much eas-
ier. Perhaps more importantly, 
today’s silos don’t help fulfil real-
world work requirements.

“Here’s the type of search com-
panies do on their systems,” says 
Chris Grossman, senior vice-
president of enterprise applica-
tions for Rand Worldwide, rifling 
off a list of criteria: “All com-
munications that occurred about 
a particular topic between par-

ticular organizations, regardless 
of where they exist — Salesforce 
(a cloud computing company), 
e-mail, Information Manage-
ment, voice-over-IP — if docu-
ments were exchanged…”

He also offers the further com-
plication of different languages 
used within a multinational 
organization as a situation in 
which keyword search takes a 
back seat to meaning-based or 

topic-based search.
Dominic Jaar, KPMG Canada’s 

national practice leader, informa-
tion services, admits that security 
is one of the arguments against 
aggregated solutions. His rebut-
tal: “You can spend money on 
average security for a bunch of 
different systems, or the same 
money on top-notch security for 
the one system.”

He adds that it’s easier to con-
trol access to one specific data 
repository than to several.

An easier alternative to mer-
ging data from various systems 
may be a federated search, in 
which one tool searches through 
many systems. However, feder-
ated-search tools can struggle 
when faced with in-firm systems 
plus online sources, and the 
attendant variety of database 
structures. “For most law firms, it 
doesn’t work,” Jaar says.

Once it’s set up to be more eas-
ily scanned, you can mine data 
for insights, including relation-
ships that might not have been 
perceptible before.

Companies that operate at a 
higher level of data governance 
maturity can run real-time ana-
lytics. “Every day, you can check a 
dashboard with all the informa-
tion you capture,” Jaar suggests.

 3dts / iStockphoto.com

Penalty on referees declined
Two high school football referees in Covington, La., arrested after getting 
into an argument with a police officer attempting to control the crowd 
during a game last month, had their charges dropped and a public apology 
issued within a week according to a report by Fox8 New Orleans. 
Referee Jim Radcliffe and head linesman Chris Gambino were initially 
charged with public intimidation of a police officer following an incident 
that began with Gambino disagreeing with police and calling Radcliffe over 
as the police attempted to control the crowd that was pressing in closer.
“The second referee told the police officer, nose-to-nose with the police 
officer, ‘you’re out of the game...get outta here,’” said interim police chief 
Jack West. “And the police officer said, ‘excuse me sir, just referee the game, 
and we’ll handle the crowd.’ And he says ‘no, get out. Get out now.’” 
The charges were dropped six days later by new police chief Tim Lentz. 
“There may have been a law enforcement action that needed to be taken, but 
I think what (the officers) did was a little out of line,” Lentz said. — STAFF
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